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Transcription

Imagine your business’s most sensitive information; tax returns, personnel files, payroll
data, client emails and credit card numbers. Now imagine the state of being open for
the whole world to see. Having a security breach can cause irreparable damage to your
reputation in your business. And as an employer your biggest risks are the doors that
your own staff may open up every day; emails, websites, links, and weak passwords
making way for attacks and theft. You might say my staff members are digitally savvy,
or we're just a small company, why would anyone target us? But the reality is that any-
one in any company can be targeted and over half of security breaches are caused by
phishing scams. That means they work. And hackers know they work. So how do you
turn your staff from hacker bacon to the best firewall you could ever build? MindEdge’s
online security awareness training is designed to quickly and effectively teach your staff
what to do and what not to do. MindEdge’s security awareness training covers how to
your business from common business challenges such as remote staff security, mobile
device concerns, social media usage, and response and recovery plans. And with the
optional Phishing simulator you will immediately know which staff members are most at
risk for opening doors to hackers. With a mobile-friendly platform, games and videos,
MindEdge’s security awareness training will give you and your clients the peace of mind
to know your staff members are handling company data responsibly. MindEdge security
awareness training; employee education is the best firewall.



